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Install on the Server First

First, download the 45 day trial release from 

https://www.enviprot.com/en/downloads

This is a self-extracting archive which includes the installation file called 

AutoShutdownManager5.msi

https://www.enviprot.com/en/downloads


Copy the file AutoShutdownManager.exe to your server 

- if its not already there - and double click on it to start the 

installation process
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Enter the path where youód 

like to unzip and save the

AutoShutdownManager5.msi file.

This file will be needed later for

the client installation.

The installation process starts immediately.

Follow the next few installer screens until the installation 

gets completed. Please make sure that no anti-virus or 

other tools are blocking the setup process.
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Please wait for the system tray icon to initialize. You will 

receive a notification in the bottom-right corner of your 

screen. Note that the initial setup may take a few seconds.

Once the tray icon is active, double-click on it to 

launch the Auto Shutdown Manager application 

interface.
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Bypass the password prompt by selecting 'Continue'.
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Please ensure that the Idle Timer is currently deactivated. 

If it is running, click to stop it.
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Ensure that the server 

mode is activated.

Additionally, verify that the 

incoming TCP Port, typically set 

to 8088 by default, is not 

obstructed by the firewall or any 

antivirus software. This step is 

crucial to maintain a connection 

between Auto Shutdown 

Manager Clients and the server.

Should there be issues with 

client connections, please revisit 

this setting for troubleshooting.
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Open the 

Management Console
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Certain settings may 

exhibit three distinct states, 

allowing for nuanced 

control and configuration. 

Enforced - Enabled

Enforced - Disabled

Not enforced by the server 

so users may decide

Setting states

You have the option to 

grant select 

experienced users 

direct access to the 

ASDM Client, enabling 

them to configure their 

own settings. Through 

this approach, you can 

delineate which 

settings users are 

permitted to adjust and 

which ones will remain 

mandated by the 

server.



Navigate to 

ñGroups and Settingsò

Create a new group to 

assign PCs for specific 

power management 

settings and 

administrative options. 

Each group will define 

distinct configurations.

Client settings are managed in 

Policy Groups



Double-click or press 

F2 to input a 

descriptive name for 

the group.

To zoom into the 

settings form click on 

the up button
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First, configure when PCs must not 

shut down

1

2
4

5

6

3

Select ĂDelete all other

entries on clientsñ

We advise initiating the 

configuration with Time 

Rules.

Incorporate rules to Disable 

and Enable Auto Shutdown 

Mode, which will help avert 

idle shutdowns within 

specified durations. Disabling 

Auto Shutdown halts the Idle 

Shutdown Timer on client 

machines, ensuring that idle 

PCs remain operational until 

the Enable Auto Shutdown 

Rule is reinstated. Utilize this 

feature to delineate critical 

operational hours or class 

times, such as from 6 AM to 7 

PM.



If users neglect to power 

down their PCs post-work, 

the Idle Timer will intervene 

to shut them down 

automatically. The standard 

idle period is set between 15-

30 minutes.

Crucially, PCs will remain 

operational if they are actively 

used, regardless of the time. 

Active applications, network 

utilization, process activity, 

and other criteria can be 

configured to accurately 

identify productive status, 

thereby averting premature 

shutdowns.

Shut down unused (idle) PCs



Define the specific shutdown action to 

be taken when the idle timer expires 

and is set to turn off the PC. You can 

opt for a consistent shutdown 

approach, such as always selecting 

"Power Off."

Alternatively, you may establish varied 

shutdown protocols based on the time 

and day of the week. For instance, to 

accommodate idle shutdowns during 

lunch breaks, you could implement the 

following schedule:

Between 6 AM and 2 PM: Enter Standby mode

Between 2 PM and 8 PM: Hibernate

Between 8 PM and 6 AM: Power Off

Remember, Time Rules will take 

precedence over the general default 

shutdown setting.

Idle Shutdown Mode



You also can enforce 

shutdowns

Andé

also define, if users 

should be notified 

and allowed to 

prevent it

Forced Shutdown



Configure all other useful 

and needed settings such 

as hiding or showing the 

program icon and the 

program group on clients, 

Warnings etc.

See the 

manual for all other 

options and setting details

When finished, zoom out 

of the settings form again
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Save all changes

Now, open 

ñNetwork Clientsò
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Open 

ñAuto Group 

Assignmentò

Define the created 

group as the default 

group for new clients

(or create another 

one with different 

settings as needed)

Now, all new clients will 

receive the initial 

settings ïand can then 

be automatically 

assigned to another final 

group (if wanted)
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Now create 

additional setting 

groups as you 

like and need.

Use Copy Group 

to create a new 

Group based on 

the settings of 

another group.
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